FICHE INCIDENT CYBERSÉCURITÉ
Document opérationnel à utiliser en cas de doute ou d’incident de sécurité numérique.

Identification de l’incident
Date et heure : 	
Personne ayant constaté l’incident : 	
Description factuelle
Décrivez précisément ce que vous avez observé :
 			
Données ou services impactés
Exemple de réponses : Poste de travail, messagerie, site web, données clients, accès bancaires, etc., faites une liste
	
Actions immédiates
Le poste a-t-il été isolé du réseau (Wi‑Fi / câble) ?
Actions réalisées immédiatement :
			
Personnes informées (ou à informer) Numéro et mail
Référent cybersécurité, Direction / responsable … 
Contacts externes à contacter : numéro et mail  
Prestataire informatique, Hébergeur, Banque, Assureur, Autorités …. Notez TOUS les contacts utiles
Décision et suites
Mesures décidées : 	
Clôture de l’incident
Date de clôture : 	
Améliorations ou actions préventives à prévoir : 	

Rappel : en cas de doute, ne restez jamais seul. Un signalement rapide permet souvent d’éviter des conséquences graves. !
